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This contribution proposes the update to NEF and AF functionality. The following revisions are proposed to be updated in TS 23.501.
**************************************Start of 1st change*****************************************
6.2.5
NEF
The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in section 5.13. In addition, it provides a means for the Application Functions to securely provision information to 3GPP network. In that case the NEF may authenticate, authorize and throttle the Application Functions.
-
It translates between information exchanged with the AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.


The services provided by the NEF are specified in clause 7.2.8.

**************************************** Start of 2nd change ****************************************
6.2.10
AF
The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:

-
Application influence on traffic routing (see section 5.6.7),

-
Accessing Network Exposure Function (see section 5.20),

-
Interact with the Policy framework for policy control (see section 5.14),

Editor's note:
Other functions to be added are FFS.

Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.

Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.4) via the NEF to interact with relevant Network Functions.



The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.

****************************************End of change*******************************************
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